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Introduction
SA2 agreed in [1] that solutions considered for a QoS framework should
· allow easy reuse of the Next Generation core for various access technologies.
· support the independent evolution of core and access technologies.
· be access agnostic. 
· enable optimal service level quality as per application needs, optimizing network capacity utilization. 

This paper presents high-level characteristics of a QoS framework, which fulfils these requirements and seeks to address shortcomings of the QoS framework which was specified for EPC/LTE. 
Limitations of the EPS/LTE QoS Framework
The EPC/LTE QoS Framework is well designed to support the QoS differentiation of session based operator provided services such as voice over IMS. However, experiences from live LTE networks have shown that this framework does not adapt easily to support efficient QoS differentiation of the prevailing traffic mix, which largely consists of OTT applications. 
For example, the following issues limit the optimal performance of the QoS framework: 

· EPC policies are enforced per bearer. To differentiate a given application, a dedicated bearer needs to be established. However, the signaling procedures for establishing an e2e bearer are too slow for e.g. short-lived TCP sessions, typical for many OTT applications. Furthermore, the signaling overhead incurred to establish a dedicated bearer is too high

· Many deployments use only very few QCI values for non GBR traffic (QCI 8 and 9) leaving actually no other traffic differentiation than usage of APN-AMBR. Traffic differentiation using APN-AMBR supports  differentiation between users, but not differentiation between the flows of an user.
· QoS related actions are mainly specified for the radio interface (eNB). The enforcement of radio level QoS targets (delay budget, GBR, relative throughput ratio among bearers) does not have a deterministic impact on the end-to-end QoS of the applications.  
· End-to-end QoS is not properly supported in the QoS architecture. For example, the radio and core network policy/QoS enforcement points operate independently. It may be interesting that the RAN delay budget depends on the budget consumed in the Core. This allows RAN optimizations when the traffic has incurred low delays in the Core. 
· The independent operation of policy enforcement points leads to DL/UL directions being handled separately even if applications may work properly only when both DL and UL have adequate resourcing.
· Service awareness is not assumed in the RAN, even if service awareness in the RAN would allow a better handling of the flows (for example video is better served when quality variations are not too high).

References:
[1] TR 23.799 V0.2.0 (2016-02); 3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Study on Architecture for Next Generation System (Release 14)
Proposal
It is proposed to add the following solution description to the TR 23.799 “Study on Architecture for Next Generation System”.
* * * Start of changes * * * *
6
Solutions
6.x
Solution X for QoS framework

6.x.1
Overview: Basic QoS Principles
The proposed QoS framework requires QoS related functionality in the RAN and in the CN. The 5G QoS framework does not rely on bearer in order to provide QoS differentiation. In order to apply different QoS to different IP flows, packets are identified in the network and QoS enforcement may be based, for example, on packet marking.
Subscriber specific QoS parameters should be supported similarly as in EPC/LTE. These include at least the subscriber specific AMBR and service specific AMBR.
As opposed to EPC/LTE where the RAN is not aware of the service being run (being only aware of the target delay budget and priority) the NexGen QoS framework shall allow the RAN to have understanding of the application corresponding to an IP flow. 

NOTE;
Different flows may have the same priority but different requirements e.g. in terms of bandwidth variation. 
 

The use cases for GBR services in 5G should be further explored in order to determine whether bitrate guarantees require special functionality within the 5G network. 
6.x.2
Service Awareness in the Next Gen network
The solution proposes support for following QoS related functions within the 5G Next Gen network:   

· Enforcement of high level policy guidelines/rules which may be user/service provider/application specific, and can also be based on e.g. time or location. These policies are used to locally derive and enforce lower level QoS targets such as bitrates and relative prioritisation between users/one user’s applications.

· Local decisions on dynamic QoS targets on the radio and/or network interfaces: these decisions take into account the context of all flows of the user and of other users (sharing the same resources) in addition to the utilisation of radio and/or network resources.

· Service awareness, including the capability to monitor and enforce dynamic QoS targets for a wide range of different kinds of applications, as configured by the operator. Uplink and downlink flows of a service shall be correlated to enable optimised policy decisions.

Note: the capability of application detection and classification can be considered for CN-only, or for both RAN and CN. 
Note: the detection of the application health may require information from both Uplink and Downlink flows.

· Monitoring of KPIs related to end-to-end QoS for selected applications. 

· Enforcement of subscriber or service provider specific bitrate limitations, for example, user or service specific AMBR.

The QoS related functionality needed in the UE depends on the scheduling paradigms designed for the air interface. A minimum dependency on QoS functions supported by the UE would greatly simplify the uptake of end-to-end QoS provisioning.

A high-level outline of the QoS architecture with dynamic Policy Decision Points and QoS Scheduling in both RAN and CN is illustrated in Figure 6.x.2.
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Figure 6.x.2: Outline of QoS Architecture

Editor’s note: The dynamic policy decisions in the RAN and in the CN use high level policies as an input, but the distribution/retrieval of these policies is not reflected in this outline figure.
QoS Control and Enforcement Points

The QoS control and enforcement points are distributed to the CN and RAN elements, which may exchange information on network resource usage for optimised local policy decisions. Individual flows are scheduled in the CN and RAN based on packet marking, without the need to establish an end-to-end bearer for the purpose of QoS differentiation.

QoS Policies and Parameters

Instead of defining and signalling a set of low level policy parameters with specific target values, high-level contextual policies/rules, as defined by the operator, should be used in the 5G NexGen . It is not feasible to define exact low level policy descriptors that can cover all future applications and services. In addition, the definition of low level policy descriptors may require access specific parametrisation and values, in contradiction to the targets agreed in [1]. 

Editor’s Note: The procedures for signalling/configuring high-level QoS policies and defining these policies are FFS.

6.x.3
Comparison of 4G EPC QoS and 5G QoS

In the following table, we recap how different aspects of the 4G EPC QoS framework should be changed to provide an optimised end-to-end QoS framework for the 5G network. 

	
	4G EPS
	5G Next Gen System

	Scope of policy/QoS enforcement
	QoS enforcement is based on static low-level QoS targets (delay budget, GBR, relative throughput ratio among bearers) which do not guarantee end-to-end QoS. Best suited for operator provided, session based services (e.g. VoIMS)
	Supports dynamic context aware policies and end-to-end QoS differentiation for a wide range of services and applications 

	Policy abstraction
	The policies describe the precise scope and trigger and a corresponding specific action. 
	Policies capture high level guidelines, targets and priorities for the service, user or application. Enforcement actions are derived autonomously by the enforcement points, influenced by the current context (competing flows, traffic mix, resource availability)

	Enforcement granularity
	Mostly per-bearer; dedicated treatment of application traffic is possible through dedicated bearer establishment or proprietary in-bearer mechanisms.
	Flows/applications sharing a common resource (e.g., served by the same radio leg or traversing the same transport links) are considered in correlation with each other and competition in case of limited resources is resolved according to the high level policies. 

	User plane traffic mapping
	Requires the definition and signaling of TFTs to change the scope of a policy or trigger new actions.
	Dynamic flow detection without C-plane signalling. 

	End-to-end harmonization
	Fully independent radio and core side policy/QoS enforcement points. 
	Coherent end-to-end resource management (radio, transport, network element, virtual and physical resources). QoS enforcement points may share information on network status.

	DL/UL correlation
	The DL/UL directions are handled separately 
	Capability to monitor applications coherently in DL and UL at each enforcement point, 

	Application/service awareness
	Limited or no service awareness in the RAN, the policy has to specify the exact treatment of the corresponding flows.
	Awareness of applications and of individual sessions and their resource requirements both in the CN and within the RAN. 


Fullfilment of Requirements agreed for the 5G QoS framework 

The outlined 5G framework is specifically tailored to improve the provisioning of optimal service level quality as per application needs whilst also optimizing network capacity utilization.

The described 5G framework is access agnostic and it allows easy reuse of the Next Generation core for various access technologies. This requirement is fulfilled by increasing the abstraction level of QoS policies and by allowing these policies to be enforced locally in the RAN, which has the functionality of deriving and enforcing access appropriate lower level QoS targets.

It is fully possible to specify support the outlined QoS Framework by designing a QoS architecture, which consists of QoS functions within the RAN and CN which can be designed to communicate and interwork via the RAN-core interface. This will allow independent evolution of core and access technologies. 

* * * End of Changes * * * 
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